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In 2020, 74% of workers said they expected to work for pay after retiring from their regular jobs, but only 27% of
retirees said they had actually done so. This large gap between expectation and reality has been fairly consistent
in surveys over the past 20 years, and there is no reason to expect it will change. So it may be unwise to place
too much emphasis on income from work in your retirement strategy.

Most retirees who worked for pay reported positive reasons for doing so; however, there were negative reasons
as well.

Source: Employee Benefit Research Institute, 2020 (2019 data used for chart, multiple responses allowed)
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Five Investment Tasks to Tackle by Year-End
Market turbulence in 2020 may have wreaked havoc
on your investment goals for the year. It probably also
highlighted the importance of periodically reviewing
your investment portfolio to determine whether
adjustments are needed to keep it on track. Now is a
good time to take on these five year-end investment
tasks.

1. Evaluate Your Investment Portfolio
To identify potential changes to your investment
strategy, consider the following questions when
reviewing your portfolio:

• How did your investments perform during the year?
Did they outperform, match, or underperform your
expectations?

• What factor(s) caused your portfolio to perform the
way it did?

• Were there any consistencies or anomalies
compared to past performance?

• Does money need to be redirected in order to pursue
your short-term and long-term goals?

• Is your portfolio adequately diversified, and does
your existing asset allocation still make sense?

2. Take Stock of Your Emergency Fund
When you are confronted with an unexpected expense
or loss of income, your emergency fund can serve as a
financial safety net and help prevent you from
withdrawing from your investment accounts or being
forced to pause your contributions.

If you haven't established a cash reserve, or if the one
you have is inadequate, consider how you might build
up your cash reserves. A good way to fund your
account is to earmark a percentage of your paycheck
each pay period. You could also save more by
reducing your discretionary spending or directing
investment earnings to your emergency account.

3. Consider Rebalancing
A year-end review of your overall portfolio can help
you determine whether your asset allocation is
balanced and in line with your time horizon and goals.
If one type of investment performed well during the
year, it could represent a greater percentage of your
portfolio than you initially wanted. As a result, you
might consider selling some of it and using that money
to buy other types of investments to rebalance your
portfolio. The process of rebalancing typically involves
buying and selling securities to restore your portfolio to
your targeted asset allocation based on your risk
tolerance, investment objectives, and time frame. For
example, you might sell some securities in an
overweighted asset class and use the proceeds to
purchase assets in an underweighted asset class; of
course, this could result in a tax liability.

Year-End Investment Checklist

Remember that asset allocation and diversification do
not guarantee a profit or protect against loss; they are
methods to help manage investment risk. All investing
involves risk, including the possible loss of principal,
and there is no guarantee that any investment strategy
will be successful.

4. Use Losses to Help Offset Gains
If you have taxable investments that have lost money
and that you want to sell for strategic reasons,
consider selling shares before the end of the year to
recognize a tax loss on your return. Tax losses, in turn,
could be used to offset any tax gains. If you have a net
loss after offsetting any tax gains, you can deduct up
to $3,000 of losses ($1,500 if married filing
separately). If your loss exceeds the $3,000/$1,500
limit, it can be carried over to later tax years.

When attempting to realize a tax loss, remember the
wash-sale rule, which applies when you sell a security
at a loss and repurchase the same security within 30
days of the sale. When this happens, the loss is
disallowed for tax purposes.

5. Set Goals for the New Year
After your year-end investment review, you might
resolve to increase contributions to an IRA, an
employer-sponsored retirement plan, or a college fund
in 2021. With a fresh perspective on where you stand,
you may be able to make choices next year that could
potentially benefit your investment portfolio over the
long term.
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Surge in COVID-19 Scams
Fraudsters and scam artists have always looked for
new ways to prey on consumers. Many are now using
their tactics to take advantage of consumers'
heightened financial and health concerns over the
coronavirus pandemic. Federal, state, and local law
enforcement have issued warnings on the surge in
coronavirus scams and offer advice on how
consumers can help protect themselves.

Here are some of the more prevalent coronavirus
scams that consumers need to watch out for, along
with some tips for protecting yourself from becoming
the victim of a scam.

Fraudulent Treatments, Vaccinations, and
Home Test Kits
The Federal Trade Commission (FTC) issued
warnings about scam artists attempting to sell
fraudulent products that claim to treat, prevent, or
diagnose COVID-19. The FDA has warned consumers
to be wary of companies selling products that are not
authorized or approved by the FDA. You can visit
fda.gov for more information.

Phishing Scams
Scammers have been using phishing scams related to
the coronavirus pandemic to obtain personal and
financial information. Phishing scams usually involve
unsolicited phone calls, letters, emails, text messages,
or fake websites that pose as legitimate organizations
and try to convince you to provide personal or financial
information. Once scam artists obtain this information,
they use it to commit identity or financial theft.

Be wary of anyone claiming to be from an official
organization, such as the Centers for Disease Control
and Prevention or the World Health Organization. And
remember that government organizations, such as the
Social Security Administration and the Internal
Revenue Service, will never initiate contact with you to
ask for personal and financial information, such as
your Social Security number. In addition, be on the
lookout for nongovernment websites with domain
names that include the words "coronavirus" or
"COVID-19," as they are likely to be malicious.

Coronavirus-Related Charity Scams
During the coronavirus pandemic, many charitable
organizations have been established to help those
affected by COVID-19. Unfortunately, scammers
sometimes try to pose as legitimate charitable
organizations in order to solicit donations from
unsuspecting donors. Watch out for charities with
names that are similar to more familiar or nationally
known organizations such as the American Red Cross.

Before donating to a charity, make sure it is legitimate.
Never donate cash, gift cards, or funds by wire
transfer. The IRS website has a tool to assist you in
checking out the status of a charitable organization at
irs.gov/charities-and-nonprofits.

FTC COVID-19 Complaints
Over 60,000 complaints related to COVID-19 were reported
to the Federal Trade Commission during the period between
January 1 and June 3, 2020, with a total fraud loss of
$45.32 million.

Source: Federal Trade Commission, 2020

Protecting Yourself from Scams
Here are some steps you can take to help protect
yourself from becoming the victim of a scam, including
a scam related to the coronavirus pandemic:

• Don't click on suspicious or unfamiliar links in emails,
text messages, social media feeds and instant
messaging services.

• Don't answer a phone call if you don't recognize the
phone number — let it go to voicemail and check later
to verify the caller.

• Never download email attachments unless you can
verify that the sender is legitimate.

• Keep device and security software up-to-date.
• Maintain strong passwords and use multi-factor

authentication whenever possible.
• Never share personal or financial information via

email, text message, or over the phone.

If you receive a fraudulent email, text or phone call,
report it to the appropriate government agency such as
the Federal Trade Commission or Internal Revenue
Service and your local police department.
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Medicare Open Enrollment: It's Time to Review Your Coverage

Prepared by Broadridge Investor Communication Solutions, Inc. Copyright 2020

This information, developed by an independent third party, has been obtained from sources considered to be reliable, but Raymond
James Financial Services, Inc. does not guarantee that the foregoing material is accurate or complete. This information is not a complete
summary or statement of all available data necessary for making an investment decision and does not constitute a recommendation. The
information contained in this report does not purport to be a complete description of the securities, markets, or developments referred to in
this material. This information is not intended as a solicitation or an offer to buy or sell any security referred to herein. Investments
mentioned may not be suitable for all investors. The material is general in nature. Past performance may not be indicative of future results.
Raymond James Financial Services, Inc. does not provide advice on tax, legal or mortgage issues. These matters should be discussed
with the appropriate professional.

Securities offered through Raymond James Financial Services, Inc., member FINRA/SIPC, an independent broker/dealer, and are not
insured by FDIC, NCUA or any other government agency, are not deposits or obligations of the financial institution, are not guaranteed by
the financial institution, and are subject to risks, including the possible loss of principal. Investment services offered through Raymond
James Financial Services Advisors, Inc. Starboard Wealth Advisors is not a registered broker/dealer and is independent of Raymond
James Financial Services, member FINRA / SIPC.

During the Medicare Open Enrollment Period that runs
from October 15 through December 7, you can make
changes to your Medicare coverage that will be
effective on January 1, 2021. If you're satisfied with
your current coverage, you don't need to make
changes, but it's a good idea to review your options.

During Open Enrollment, you can:

• Change from Original Medicare (Part A hospital
insurance and Part B medical insurance) to a
Medicare Advantage plan (Part C), or vice versa

• Switch from one Medicare Advantage plan to another
Medicare Advantage plan

• Join a Medicare Prescription Drug Plan (Part D),
switch from one Medicare Prescription Drug plan to
another, or drop prescription drug coverage

Medicare Advantage plans are offered by private
companies approved by Medicare. They cover all
Original Medicare services, and often include Part D
coverage and extra benefits.

Review any information you receive from your current
Medicare plan. For example, in the fall, your plan will
send you an Annual Notice of Change that lists
changes to your plan's coverage, costs, or service
area that will take effect in January. You will also
receive a comprehensive Evidence of Coverage
document that includes detailed information on the
plan's benefits, how the plan works, and your rights
and responsibilities.

The official government handbook, Medicare & You,
which is available electronically or through the mail,
also contains information about Medicare that may
help you determine whether your current coverage is
appropriate.

As you review your coverage, here are a few points to
consider:

• What were your health-care costs during the past
year, and what did you spend the most on?

• What services do you need and which health-care
providers and pharmacies do you visit?

• How does the cost of your current coverage compare
to other options? Consider premiums, deductibles,
and other out-of-pocket costs such as copayments or
coinsurance; are any of these costs changing?

If you're interested in a Medicare Advantage plan or a
Medicare Prescription Drug plan, you can use the
Medicare Plan Finder at medicare.gov to see which
plans are available in your area and check their overall
quality rating. To get personalized information, you can
log in or create an account (if you have a Medicare
Number) to compare your plan to others, and see
prescription drug costs.

If you have questions about Medicare, call
1-800-MEDICARE or visit the Medicare website. Your
State Health Insurance Assistance Program can also
help you sort through your options.
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